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The followmg table describes the LEDs.
Table 2 Front Panel LEDs
LED COLOR |STATUS DESCRIPTION
POWER Green on The ZyXEL Device is receiving power and functioning
properly.
Blinking The ZyXEL Device is booting or performing diagnostics.
Red on Power to the ZyXEL Device is too low.
Off The system is not ready or has malfunctioned.
ETHERNET |Green on The ZyXEL Device has a successful Ethernet connection.
12,34 Blinking The ZyXEL Device is sending/receiving data.
Off The ZyXEL Device is not connected to the LAN.
WLAN Green on The ZyXEL Device is ready, but is not sending/receiving data

through the wireless LAN.

Blinking The ZyXEL Device is sending/receiving data through the

wireless LAN.
Off The wireless LAN is not ready or has failed.
DSL Green on The DSL line is up.
Blinking The ZyXEL Device is initializing the DSL line.
Off The DSL line is down.
INTERNET |Green on The Internet connection is up.

Blinking The ZyXEL Device is sending/receiving data.

Off The Internet connection is down.
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Welcome to your router Configuration Interface

3. ulasu Password ieanuilasass nie iiinme aremsna “Ignore”



Use this screen to change the password.

Your router is currently using the default passward, To protect your network
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B-Network

WaAN
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Wireless LAN

NAT
BE-Security

Firewall

Content Filter

B-Advanced
Static Route
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Dynamic DNS

Remote MGMT

uPnpP
BE-Maintenance

System

Logs

Tools

Diagnostic
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Device Information

Host Marme:
Model Mumber:
MAC Address:

ZyNOS Firmware Version:

P-660HW-T1 w2
P-B60HW-TL w2

W3.400AXR.0) | 04/258/2007

WwaAN Information

- DHCP:

- DSL Mode: ADSL_G.dmt
- IP Address: SEalEEE 5T
- IP Subnet Mask: 255.255,255,255
- Default Gateway: NAA
- VPIAVCI: 0/35
L&N Information
- IF Address: A ifefeal gl
- IF Subnet Mask: 255.255,255.0

Server

- Message

WLAN Information
- S5I0D: ZyHEL
- Channel: [
- Security: Disable
Security
- Firewall: Enahbled
- Content Filter: Disable

Refresh Interval: |5 seconds Vl

Systern Uptime:
Current Date/Time:
Systemn Mode:

CPU Usage:
Memory Usage:

0:25:55

Routing # Bridging

01/01/2000 00:25:54
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5.71%

oo | _stwor__

| DSL Up

4096 kbps / 512 khpsl

LAM Up

WLAN

Summary

AnyIP Table
Bandwidth Status

100M/FullDuplex

WLAN Status
Packet Statistics
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B Network Mame Internet

WAN Made Routing
LAN Encapsulation G) FPPoE vl

Wireless LAN User Mame Some TRUE Cuslomer username@ads|.cslox.com
1. Encapsulation " PPPoA "
2. Multiplexing " ¥C "

NAT Fassword

B Security Service Mame

Multiplexing

Virtual Circuit ID
VPRI
WCI

Firewall

Content Filter

B Advanced

Static Route

Bandwidth MGMT IP Address

Dynamic DNS
MTU

Remote MGMT } }
@ Obtain an IP Address Automatically

' Static IP Address
IP Address

upPnP
B-Maintenance

System

Logs Connection

Tools

@ Mailed-Up Connection

Diagnostic
" Connect on Demand Max Idle Timeout ID sEC

Cancel I Adwvanced Setup

T | Configuration updated successfully
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LAN TCPfIP

BE-Network IP Address |192-153-1-1
WAMN

IF Subnet Mask |255.255.255.D
LAM

Wireless LAN

NAT
BE-Security

Firewall

Content Filter
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B = network > LAN > DHCP Setup

l ds“ms

P-660HW-T1 w2 DHCP Setup
B-Hetwork

WAN DHCP IServer vI

LAM IF Pool Starting .ﬁ.dcress|192.168.1.33

Wireless LAN Pool Size |32
NAT Remote DHCP Servar  [0.0.0.0

P DHCP Setup Client List IP Alias

BE-Security

DMNS Server
Firewall
Content Filter . DS Servers Assigred by DHCP Server
B Advanced Prirmary DNS Server |203.146.23?.23?
Secondary DNS

Static Route |203.146.23?.222

Server
Bandwidth MGM

Dynamic DNS Apply I Cancel

Remote MGMT

UPnP
E-Maintenance
System
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= Network > Wireless LAN > General
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P-660HW-T1 w2 = Wireless Setup
BE-Network
WanN [# active wireless LAN
LAN Metwork Mame{SSID)

Wireless LAN I auto Scan&IFDr automatic selection Free Wireless Channel (1-1 3)|
NAT I Hide 551D
Channel Selection [channel-06 2437MHz =] [ Scan | € For scan free wireless channel

E-Security

Firewall
Security

Content Filter

B aAdvanced Security Mode IS‘tatchEP b

Static Route =— Passphrase [Paggwort

Generate

|F|:|r Generate WEP Key

Bandwidth MGM WEP Key

Dynamic DNS
R te MGMT Q Note:

e The different WEP key lengths configure different strength security, 40/64-bit, 128-bit, or 256-bit
UPnP respectively. Your wireless client must match the security strength set on the router.

-Please type exactly 5, 13, or 29 characters.

E-Maintenance or
-Please type exactly 10, 26, or 58 characters using only the numbers 0-9 and the letters "a-f' or "A-F'.
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Diagnostic
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